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Disclaimer



I am a lawyer



But I am not your lawyer



So this is not legal advice



So this is not legal advice

Because if it was, it would be followed by a bill



BTW, I’m also a data scientist

(Yes, some of us do both)



Where I’m Coming From…
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Using NLP and ML in Law







aka, “the Owners”



Owner’s interest  
translates to  
legal interest



Why?



Because law is the  
regulation of actions  

between  
people 

within a jurisdiction
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What led to the actions are data
What transpired in the actions are data
Ramifications from the actions are data

What those actions mean are data



And…



Because law is the  
regulation of actions  

between  
people 

within a jurisdiction



Law can affect data



<example>
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Data are Used to Form a Contract

❖ Data used to cause the customer to want something

❖ Data used to determine what the customer (might) want

❖ Data used to determine what the customer would be 
willing to pay

❖ Data used to determine if the customer would be 
willing to be an unpaid employee for the company



Customer data is valuable and often 
obtained for free



… to the customer’s detriment



Because the customer is  
powerless to prevent it



Because the customer is  
powerless to prevent it

(That’s why we set it up that way)



Only government can  
affect that imbalance



GDPR



Who Promulgated GDPR?



Who Promulgated GDPR?

The EU Parliament



https://euroculturer.files.wordpress.com/2017/03/european_union_future_enlargements_map_en1.png
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GDPR Overview

❖ Covers certain types of data…

❖ … of people within the EU …

❖ … and gives those people certain rights …

❖ … that you have to deal with.



But I’m not in Europe!



Doesn’t Matter!
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GRPR Description

❖ Article 3 (territorial scope) of the GDRP

❖ Key is what gets processed…

❖ Such as data that can lead to a potential commercial 
transaction; or

❖ Data regarding behavior conducted within the EU

❖ … regardless of where the data is kept or processed
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GRPR Description
❖ Article 4 (what is covered) of the GDRP

❖ ‘personal data’ means any information relating to an 
identified or identifiable natural person (‘data subject’); 
an identifiable natural person is one who can be 
identified, directly or indirectly, in particular by 
reference to an identifier such as a name, an 
identification number, location data, an online identifier 
or to one or more factors specific to the physical, 
physiological, genetic, mental, economic, cultural or 
social identity of that natural person;



https://hbr.org/2017/06/has-google-finally-proven-that-online-ads-cause-offline-purchases
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GRPR Description

❖ Individuals have a right…

❖ to have access to the data

❖ to have the data be portable (e.g., for another party)

❖ to have restrictions put on the use of the data

❖ to be forgotten (erasure of the data)

❖ Penalties (20M€ fine or 4% of gross income)
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What you need to know (GDPR)
❖ Know which elements of your data are affected

❖ Know where all of the affected elements of your data are stored

❖ Know that data from AI models about covered people can be affected

❖ Know to whom you can provide the data, and how

❖ Know that affected elements of your data may have restrictions

❖ Know that you may have to show where you got the data

❖ Know that affected data must be protected, regardless…

❖ Know that there is no “grandfather clause” to affected data

❖ Know that you might have to delete affected data (no refunds)





Oh, by the way…
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The ePrivacy Directive

❖ Also by the EU Parliament

❖ ePrivacy Directive compliments the GDPR

❖ The ePrivacy Directive ensures the protection of 
fundamental rights and freedoms, in particular the 
respect for private life, confidentiality of 
communications and the protection of personal data 
in the electronic communications sector.
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Don’t Lose Sight of the Big Picture
❖ Data is having an effect on companies “bottom line”

❖ Data (and AI) have become lucrative

❖ Owners are very interested in lucrative

❖ AI and analytics needs data — Lot’s of data

❖ Data can be used to throttle AI/analytics, and thus data 
can be leveraged to extract a fee for the Owners

❖ GDPR is just symptomatic of that leveraging

❖ More squabbles over data are forthcoming, because…



GDPR-like Provisions Will Become 
De-rigor (and Ubiquitous)
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Things to Consider
❖ Typical legal mechanisms affecting data:

❖ Contracts — monitization and ownership of data

❖ Mergers & Acquisitions (antitrust and other liabilities)

❖ Intellectual Property Laws (civil and criminal penalties)

❖ Regulatory statutes/rules/ordinances (like GDPR)

❖ Law will be used to regulate who gets what data and how

❖ Law will be used to generate artificial scarcity of data



Forthcoming Data Squabbles Will 
Affect on Your Job



Forthcoming Data Squabbles Will 
Affect on Your Job

(Again, GDPR is simply symptomatic)



Remember…



Remember…



But…



But…
Won’t all this impede  

AI development?



Sure!



Won’t that hurt society?



Yes!



Don’t the Owners care?



No!



A Movie About the Owners

https://en.wikipedia.org/wiki/The_Corporation_(2003_film)



https://www.theguardian.com/commentisfree/2018/oct/05/americas-new-aristocracy-live-
accountability-free-zone-david-sirota



Lots of examples from the past…



Questions?



Questions?

Ronald Chichester
713.302.1679
Ron@RonaldChichester.com


